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To whom it may concern 
 

 

 

Spring4Shell Security Vulnerability 
 

 

Dear valued customer 
 

 

A vulnerability named “Spring4Shell” (CVE-2022-22963 and CVE-2022-22965), has been 

identified in the Spring framework used for web system development. This vulnerability can 

when exploited allow an attacker to execute remote code.  

 

Radiometer Medical has evaluated whether these vulnerabilities have an impact on our  

products:  

 

• ABL80  

• ABL800  

• ABL9  

• ABL90  

• AQT90  

• TCM5  

• AQURE  

 

The framework is not used in any of our products and have therefore no impact on any of 

the above devices.  

 

This message constitutes an information service and is provided without guarantees and 

warranties of any kind, expressed or implied. Radiometer excludes any liability for actions or 

omissions performed based on this information. 

 

Kind regards 

 

 
Christian Knudsen 

Technical Product manager 
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